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March 31, 2017

General John F. Kelly, USMC, Retired
Secretary

U.S. Department of Homeland Security
3801 Nebraska Avenue, N.W.
Washington, DC 20528

Dear Secretary Kelly:

We seek your assistance in evaluating the management and performance of the Common
Vulnerabilities and Exposures (CVE) program, which has become an essential service for
modern cybersecurity practices. The program provides a reliable, standardized mechanism for
describing information technology and cybersecurity vulnerabilities. Recent reports indicate the

program may not be keeping up with the increasing vulnerabilities and related risks inherent in
modern cybersecurity.

Established in 1999, CVE was developed, implemented, and is currently maintained by
the MITRE Corporation with funding from the Department of Homeland Security. The program
accepts reports of vulnerabilities in information technology products, verifies and validates the
vulnerabilities, and then assigns a unique “CVE number” to each one. Once a vulnerability
receives a CVE number, organizations are able to examine their systems for the vulnerability,
remediate it if found, share information with partners and their customers about the impact of the
flaw, and develop strategies and techniques for protecting the larger ecosystem against it and
similar vulnerabilities.

Over time, CVE became the basis for additional cybersecurity services; for example, the
National Institute for Standards and Technology (NIST) built additional programs on top of CVE
to further strengthen and expand upon its capabilities, including the National Vulnerability
Database (NVD), the Common Vulnerability Scoring System (CVSS), and the Security Content
Automation Protocol (SCAP).! As these programs and CVE matured, organizations began to
leverage them as external “add-ons” to their security efforts and to integrate them directly into

! About CVE — Widespread Adoption, THE MITRE CORPORATION, Feb. 23, 2017,
https://cve.mitre.org/about/#widespread_adoption.
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cybersecurity standards, policies, and tools.? In short, CVE and its derivative programs have
become the common language threaded through most cybersecurity products and services. CVE
is critical to effective cybersecurity practices, the absence of which would severely impair the
ability to address rapidly and effectively security vulnerabilities in the products and services
across all sectors of American commerce.

In spring 2016, press reports revealed complaints that requests for CVE numbers for
vulnerabilities reported to MITRE either were taking several weeks or months to process, or
were going unanswered.>* In addition, some individuals and organizations seeking CVE
numbers were told that their vulnerabilities were “out of scope” for CVE, and had their
vulnerabilities rejected from the program.’ Over the past year, MITRE has made several updates
to the CVE program. While these changes have improved the functioning of the system, and
MITRE’s engagement with its stakeholder community has greatly increased, both the larger
community and MITRE agree that significant work is necessary to ensure timely coverage of
affected products and services.®

The explosion of connected devices and services that has been associated with the CVE
program’s shortcomings, while rapid, did not occur overnight. In light of this, we seek to
understand how MITRE and the CVE program failed to anticipate and prepare for this growth in
demand for its services and what more may be done to ensure this program can more effectively
serve its essential mission.

As the contracting agency for CVE, DHS is responsible for ensuring that the program
operates effectively, in accordance with the terms of the contract. Therefore, and pursuant to
Rules X and X1 of the U.S. House of Representatives, we request the following documents and
information to assist the Committee in understanding the recent CVE issues and what steps DHS
is taking to ensure the program successfully adapts to current and future conditions:

1. Please provide a description and copy of all contracts associated with the CVE
program, including any changes, amendments or associated modifications.

2. Please provide a timeline of the actions taken by DHS to oversee the management or
fulfillment of the contract beginning from January 01, 2011 to the present.

? See e.g., NIST’s Special Publication 800-53, the standard for federal government cybersecurity; the Payment Card
Industry’s Data Security Standard, the standard for organizations that process credit card data; the Health Insurance
Portability and Accountability Act, the standard for healthcare organization cybersecurity; the Critical Infrastructure
Protection Standards, the standard for electric sector cybersecurity; and the NIST Cybersecurity Framework all
either directly or indirectly refer to CVE, CVSS, and NVD.

* Sean Sposito, CVE, a key cybersecurity resource, is at risk inside and out, SAN FRANCISCO CHRONICLE, Mar. 25,
2016, http://www sfchronicle.com/business/article/CVE-a-key-cybersecurity-resource-is-at-risk-7 107509.php.

4 Catalin Cimpanu, CVE System Sees Huge Backlog, Researchers Propose Alternative, SOFTPEDIA, Mar. 12, 2016,
http://news.softpedia.com/news/cve-system-sees-huge-backlog-researchers-propose-alternative-501665.shtml.

5 CSO, Over 6,000 vulnerabilities went unassigned by MITRE's CVE project in 2015, CSO ONLINE, Sep. 22, 2016,
hitp://www.csoonline.com/article/3122460/techology-business/over-6000-vulnerabilities-went-unassigned-by-
mitres-cve-project-in-2015.html.

¢ See “Minutes from CVE Editorial Board Teleconference Meeting[s]” and “FOCUS ON: CVE Program Status
Updates™ at https://cve.mitre.org/news/archives/2016/news.html.
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3. Please provide a description and copies of any analyses of the CVE program
completed by or for DHS, including, but not limited to, analyses examining the
performance of the program, resource needs, and future requirements to maintain an
effective and stable program, if they exist.

We appreciate your assistance with these requests and ask for your response no later than
April 13, 2017. An attachment to this letter provides additional information about responding to
the Committee’s request. If you should have any questions, please contact John Ohly or Jessica
Wilkerson of the Committee staff at (202) 225-2927.

Sincerely,
o Pyl
Greg Wal Tim Murphy ~/
Chairman Chairman
Committee on Energy and Commerce Subcommittee on Oversight and
Investigations
Mmstum Robert E. Latta
Chairman Chairman
Subcommittee on Communications and Subcommittee on Digital Commerce
Technology and Consumer Protection

cc:  The Honorable Frank Pallone, Jr., Ranking Member
Committee on Energy and Commerce

The Honorable Diana DeGette, Ranking Member
Subcommittee on Oversight and Investigations

The Honorable Michael F. Doyle, Ranking Member
Subcommittee on Communications and Technology

The Honorable Janice Schakowsky, Ranking Member
Subcommittee on Digital Commerce and Consumer Protection

Attachment



